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SAMLite: Overview and Introduction

1 SAMlLlite Overview

SAMLite is an IT Asset Management system.

SAMLite is administered via the SAMLite Web Dashboard- a web based interface that runs on the
Microsoft Internet Information Services Server (IIS) and uses Microsoft SQL Server to store the
software and hardware information.

The SAMLite Web Dashboard allows administrators to easily generate many different types of
reports on software, hardware, purchase orders, licenses and other assets. Many reports can be
exported in a Microsoft Excel readable format for even greater convenience.

1.1 Example Network Topology

The following is an example of a network topology for an organization with SAMLite.
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1.2 SAMLite scanning methods
There are many ways for SAMLite to collect software and hardware information from computers:

e Logon scanning

e Scheduled Task scanning
o Network scanning

e SCCM integration

e Manual scanning

1.2.1 SAMLite Logon Scanning

This requires Microsoft Active Directory. An Active Directory Group Policy is configured so that the
SAMILite scanning script is run whenever users logon to the computers. The SAMLite scanning script
will gather all the information and then write a file to a shared folder in the SAMLite server. The
SAMLite server will then process the file and update the SAMLite database.

1.2.2 SAMLite Scheduled Task Scanning

This is similar to the Logon Scanning and also requires Microsoft Active Directory. The difference is
the Active Directory Group policy is configured so that a Scheduled Task is created on the target
computers. The Scheduled Task is configured to run the SAMLite scanning script periodically. The
SAMLite scanning script will gather all the information and then write a file to a shared folder in the
SAMLite server. The SAMLite server will then process the file and update the SAMLite database.

1.2.3 SAMLite Network Scanning
With this method the SAMLite Server will periodically try to connect to specified machines or IP
ranges and query them for data.

This method requires the appropriate credentials to be configured (more than one set of credentials
is supported) and the SAMLite Server has to be able to connect to the target machines (all firewalls
involved must allow connections from the SAMLite Server to the target machines, this includes
0OS/host firewalls).

1.2.4 SAMLite SCCM integration
SAMLite supports integration with Microsoft SCCM. If this is enabled, the SAMLite server will
periodically query the Microsoft SCCM database for data on the machines.

1.2.5 SAMLite Manual scanning

The SAMLite scanning script files can be copied to a USB drive or portable drive and manually run on
machines. The scan result files will be saved to the drive, and those files can later be copied to the
SAMLite Server for processing. This method is useful for isolated machines that are not connected to
any network.
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2 The SAMLite Web Dashboard

This is a quick overview of the SAMLite Web Dashboard. For details please refer to the
SAMLite_WebDashboard.pdf document.

The SAMLite Web Dashboard is the web-based interface for administering and using SAMLite.

To go to the SAMLite Web Dashboard open http://TheSAMLiteServerAddress/SAMLite/

(replace TheSAMLiteServerAddress with the address of the SAMLite server).

SAMLite

asset lfecyde management

Form Authentication

Usemame:
administrator
Password:

Remember me

| Login |

Licensed to Evaluator

Your maintenance has expired for 224 day(s)

SA M Lite version 5.0 build 2.0.0.7

SAMLite is a Software Asset Manage ment solution developed totake away the pain of managing software. The objective
of SAMLite is to give organisations an alternative to tedious physical auditing methods, or expensive and complex
software auditing methods.

SAMLite com prises of a set of utilities aimed entirely in assisting the software administrator in the process of tracking,
managing and re porting software usage within an organisation. SAMLite enables IT Administrators to:

* Automatically detect machines and software installed on those machines

* Record software movement to facilitate reconciliation
* Automate the process of request and approval of software
* Calculate the cost of investment in terms of installed software

SAMLite is suitable for organisations with 50 PCs upwards, and has been proven to run seamlessly and unintrusively in
environments with over 8,000 nodes, even across WANs.

The default admin credentials are: Administrator and password

Enter them and click on Login.

After logging in you should see something similar to the following:

sAMLite

asset Wiy rmanagernent

o Inventory Summary
Total no of audited machine(s) 104
Total no of audited software 2398
Mo. of machine(s) updated in the past 14 days 44
Most recent update time  29/06/2016 2:32:42 PM

No. of new machine(s) discovered today 0

ok Add content

“fou may add content to this zone (Zone A)

,"} Software Inventory software installed n

;"g Software Inventory software uninstalled n

& computer domain changed B

Q Computer IP address changsd n

rj- Computer total hard disks changed u

ES, computer total disk partitions changed ﬂ

Older t

ay for past 60 days

,‘} Software Inventory software installed E

;"g Software Inventory software uninstalled m

H Computer hestname changed n

& computer domain changed

‘= Computer hard disk size changed m

This is the SAMLite overview report.

Administrator. Sign Out

Licensed to ISA Innovation  #
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2.1 Inventory Reports

- SAMLite

faet Flecyde ranagirient

Ll

U

-
—

B

Machine Summary
Collection of machines discovered in
your network

Software Summary
Master collection of software being
installed in your collected machines

. Machine and Software Summary

Generate reports of machines and

B | their installed softwars
: o

General & Hardware History
General & Hardware changes
detected over time

Software History

Software changes detected over time

Machine Audit
Machine audit

Software Audit
software audit

H

Inventory Reports

Inventory Report

o

Q

o

o

Patch Summary

Collection of patches and hotfixes
bezing installed in your collected
machines

Statistics
Statistics of hardware and software
items

Query Wizards
Perform specialized s=arch on
collected asset information

Machine Expiry Summary
Machine warranty and lease expiry
SUMMmary

Software Expiry Summary
Renswal Reminders

License Management
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2.1.1 Machine Summary

An example Machine Summary report. The columns can be customized.

< SAMLite

sssat sy managenment

> Inventory Report

ry Reports Li

> Machine Summary

1records JUEEARPELOCBONEEE

Last Discovered Date

28/05/2016 9:04:35 PM

24/06/2016 4:13:37 PM

28/05/2016 7:04:19 PM

29/06/2016 3:01:42 PM

20/05/2016 11:01:26 PM

29/06/2016 3:01:26 PM

20/05/2016 11:02:08 PM

25/06/2016 1:58:22 PM

29/06/2016 2:32:42 PM

You are also able to generate License Management reports and reports on Other Assets.

Computer Name

ALCHEMIST

ALVIN-ASUSNE

APOC

ARCHITECT

ARROW

BANE

BATMAN

BOSCO

CAERUS

VMHostName

Zion.isat.com

Zion.isat.com

Zion.isat.com

Zion.isat.com

Search radius: |1 km ¥ Invert search: Search
BIOS Serial Number  Manufacturer Model Operating System  Chassis Type  Username
9B164286H TOSHIBA pORTEGE pssp  Mlicrosoft Windows 7 o)
Enterprise
ASUSTeK Microsoft Windows &
CENOCI185960254 e I, Z31A s Laptop 1saTalvin
) Microsoft Windows
BRD352S Dell Inc. %ﬁ Server 2008 R2 Server
Enterprise
Microsoft Windows
AL Llnad Virtual Machine  Server 2012 R2 E[r\lnritc#agf‘ti)d“m
Sree ] Datacenter
7760-0998-6576-2032-  Microsoft itual achine L’Lﬁ:‘:’f’& "’P‘i""'“: Virtual Machire
3815491799 Corporation ~ Viftuzl Machine | Sever 2012 Rz (Microsoft)
Microsoft Windows
9458-6318-9467-0227-  Microsoft ) Licrosoft Windows  yitysal Machine
6344-1408-75 rporation PEIcctial e e VT {Microsoft)
Standard
5582-9982-0141-0728-  Microsoft itual achine % Virtual Machire
8121455298 Corporation ~ Viftuzl Machine | Sever 2012 Rz (Microsoft)
Microsoft Windows 10
C02QBC71FVHS Apple Inc, MacBookProt2,1 (oot Laptop BOSCO\Bosco
1015723503753 LENOVO 20266 Microsoft Windows | 5y, ISAT\waiho

8.1 Enterprise

Administrator. Sign Out

Licensed to ISA Innovation  »

Company
ISA
Innovation

154
Technologies

154
Technologies

1sA
Technologies

154
Technologies

154
Technologies

154
Technologies

154
Innovation

154
Technologies

Department

SE

Unassigned

SE

Unzssigned

o

Location

ISA 1 First
Avenue

ISA Perth

ISA 1 First
Avenue

ISA 1 First
Avenue

ISA 1 First
Avenue

ISA 1 First
Avenue

ISA 1 First

Avenue

ISA 1 First
Avenue

ISA 1 First
Avenue
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